
 

SCHEDA PROPOSTA CORSO
A.A. 2024/25

Denominazione: Cyber-bullying, sexting, revenge porn e Deep-fake: i minori come vittime ed autori di reati sul web

 
Proponente: Luciani Mariasole

Ruolo: Amministratore backoffice
Referente

 
Tipologia corso: Standard edizione D.M.934

Dipartimento: Scienze Giuridiche
SSD del corso: N/D (NON DEFINITO)

 
Area: Giuridica

Macro Area: Scienze giuridiche ed economiche
Ambito: Giuridico

Centro Servizi:
 

Visibile Stud. Singoli
 

N° Max Iscritti: 30
 

Monte ore: 15   (monte ore in Ateneo: 15; monte ore a scuola: 0)
 

CFU: 1
 

BANDO per Affidamento incarico (docenti a contratto)
 
 

Frequenza
Ore di frequenza: 11

 
Classi ammesse:  I°    II°    III°    IV°    V°   

D.M.934:

Inizio Corso: 01/02/2025 00:00:00
Fine Corso: 31/03/2025 00:00:00

 
 Tipologia di formazione erogata

Modalità: Mista (almeno 11 ore di attività in presenza)
Forma: Extra-Curricolare

 
 Finalità

a.
% : 20

 
b.

% : 30
 

c.



% : 15
 

d.
% : 15

 
e.

% : 20
 

Altri docenti coinvolti:

 Referente Cognome Nome Ruolo
 Salvadori Ivan Docente di ruolo (personale ateneo)

Contenuti:

L'interazione facile e immediata offerta dai social, che consente di connettersi con coetanei, adulti o sconosciuti, creare profili fake e scambiare
contenuti riservati, sessuali o offensivi, ha portato all'emergere di comportamenti devianti online come sexting, deep-nude, sextortion e cyber-
bullying. Queste minacce colpiscono in particolare i minori, spesso vulnerabili e psicologicamente immaturi, ma che possono anche diventare
responsabili di comportamenti illeciti, configurando reati.

Obiettivi formativi:

Il corso ha l’obiettivo di analizzare le modalità di commissione dei comportamenti illeciti che
coinvolgono i minori come vittime o potenziali autori di reati online. Nella prima parte del corso si
presterà attenzione al profilo criminologico dei c.d. "predatori sessuali" (sexual-offenders) ed ai
pericoli nei quali possono incorrere gli adolescenti nel mondo reale e sul web (sexting, sextortion,
revenge, porn, cyber-bullying, deep-nude, ecc.). Nella seconda parte si analizzeranno i principali
reati applicabili alle moderne forme di devianza minorile online e le forme di prevenzione e contrasto
a tale fenomeno (violenza sessuale, produzione di pedopornografia, adescamento di minori, atti sessuali con minori, truffe, ecc.)

Prerequisiti:

Il corso si rivolge a studenti e studentesse delle Scuole secondarie di secondo grado interessati ai
corsi di laurea in materie economico-giuridiche, in discipline psicologiche, socio-criminologiche o,
più in generale, alle tematiche relative alla devianza minorile ed alla tutela (penale) dei minori. Ai
fini della frequenza del corso non sono richieste particolari conoscenze giuridiche.

Modalità esame:

Note amministrative:
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